
Android settings for eduroam secure wireless network 

The Android settings specified below may allow you to configure a suitable wireless device to connect to the eduroam 

secure wireless network.  

For details of any security certificates required, please see Note 1  

Settings  
  

Identity (Username):  Enter your account username followed by @iuav.it (e.g. m.rossi@iuav.it - 

warning this applies to both professors and students, who will have to 

use @iuav.it domain - not to be confused with the email domain)  

Password:  Your University network password  

 

EAP method  PEAP (Protected EAP) 

Phase 2 authentication MS-CHAPv2  

CA Certificate Use system certificates [If you are using the Oreo (8) OS or Pie (9) OS 

set the field to “Do not validate]” 

Domain (Realm):  iuav.it[If you are using the Oreo (8) OS or Pie (9) OS set the field to 

blank] 

Anonymous identity:  (leave blank) 

 

 

Note 1: if you have pc/smartphone with Windows, Apple or other operating system, who is not connecting to wireless 

network, you need to verify that all recent operating system updates are installed. This is also recommended in 

order to avoid connecting vulnerable devices to the wireless network.  
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